
Senior security analyst 

 

The senior security analyst will also manage other security incidents throughout the incident 

response process from start to finish, checking networking systems for any vulnerability, advising 

any action that should be taken by the resolution team. The analyst will be a SIEM specialist, and 

also have some knowledge of programming (Python, C++) and vulnerability scanning. 

 

Other requirements include: 

 Security analyst role experience (senior level of experience is preferred; the right 

candidate will be tested on their knowledge.) 

 Knowledge of popular security tools from full packet capture, SIEM and intrusion 

detection system fields. 

 Ability to successfully perform in a multi-disciplined environment. 

 Knowledge of network analysis tools. 

 Knowledge of operating systems such as Windows and Linux, and command line 

execution. 

 Flexibility and mobility desired 

 SC clearance 

 

This is an excellent opportunity for a SIEM specialised senior security analyst to join an 

outstanding company that has a large client base and excellent benefits to go with it. If you fit this 

profile, please do not hesitate to apply. 

 

Contact: work@easysoftag.de 


